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FOR FURTHER INFORMATION CONTACT: 
Questions about the Proposed Action 
and SEIS should be addressed to 
Michael Hasty, Project Manager, 
Regulatory Branch, Louisville District, 
at (502) 315–6676, e-mail 
Michael.D.Hasty@usace.army.mil. 

SUPPLEMENTARY INFORMATION: 1. 
Proposed Action. The project proposed 
by EKPC would include the 
construction and operation of a 278- 
megawatt CFB unit and associated 
infrastructure on the 3,272-acre Smith 
Site owned by EKPC in southern Clark 
County, Kentucky. The Proposed Action 
is needed to provide sufficient electric 
generating capacity to meet the baseload 
electric power needs of EKPC’s rural 
member distribution cooperatives in 
2013. Fuel would be supplied to the 
plant site by rail or truck. The 
construction of a substation and 
approximately one mile of 345 kV 
transmission line on the Smith Site 
would be required to connect the CFB 
unit to EKPC’s transmission system at 
the existing, on-site J.K. Smith 345 kV 
Switching Station. 

The discharge of fill material into 
waters of the U.S. would be required for 
the construction of two (2) CCB 
beneficial reuse structural fills; two (2) 
on-site CCB landfills; an emergency 
drought water storage reservoir; and 
several soil borrow areas for landfill 
cover and other on-site uses. The 
Proposed Action also would include the 
construction of a combined water 
supply intake and process water 
discharge outfall in the Kentucky River. 
EKPC’s schedule calls for the proposed 
facility to be operational by spring 2013. 

2. Alternatives. Alternatives to be 
considered by the Corps include no 
action, purchased power, renewable 
energy sources, distributed generation, 
non-renewable energy resources 
(including the Proposed Action), 
nuclear, demand side management, and 
alternative site locations. The Corps’ 
review of alternatives also will include 
the application of the Section 404(b)(1) 
guidelines to ensure the avoidance, 
minimization, and mitigation of impacts 
to aquatic resources. 

3. Scoping Process. RUS previously 
engaged in a scoping process for the 
Proposed Action that will serve as the 
basis for the SEIS. Following RUS’s 
October 6, 2006 NOI, that agency 
conducted scoping meetings for 
government agencies and the public in 
Trapp, Kentucky, on October 18, 2006. 
An Alternatives Evaluation and Site 
Selection Study (Alternatives Report), 
prepared by EKPC, was made available 
for review at the scoping meeting and 
on the RUS Web site. That Alternatives 

Report and the Public Scoping Report 
developed as a result of the scoping 
process and scoping meetings are 
available for public review at the Corps 
at the address provided in this notice, 
and on EKPC’s Web site at http:// 
www.ekpc.coop/smith-unit1.html. 

Because the Corps has participated as 
a cooperating agency with RUS in the 
NEPA process, and because the nature 
of the Proposed Action has not changed 
materially (except with the reduction 
from two CFB units to one CFB unit), 
the Corps intends to rely on the prior 
scoping process to complete and 
publish the Draft SEIS. In addition the 
Corps will continue consultations with 
the appropriate agencies. 

4. Availability. The Draft SEIS is 
anticipated to be available for public 
review and comment in September or 
October 2009. 

Dated: September 8, 2009. 
Keith A. Landry, 
Colonel, Corps of Engineers, District 
Commander. 
[FR Doc. E9–22836 Filed 9–21–09; 8:45 am] 
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AGENCY: Department of the Army, DoD. 
ACTION: Notice to alter a system of 
records. 

SUMMARY: The Department of the Army 
is proposing to alter a system of records 
in its existing inventory of records 
systems subject to the Privacy Act of 
1974, (5 U.S.C. 552a), as amended. 
DATES: The proposed action will be 
effective on October 22, 2009 unless 
comments are received that would 
result in a contrary determination. 
ADDRESSES: Department of the Army, 
Privacy Office, U.S. Army Records 
Management and Declassification 
Agency, 7701 Telegraph Road, Casey 
Building, Suite 144, Alexandria, VA 
22325–3905. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Leroy Jones, (703) 428–6185. 
SUPPLEMENTARY INFORMATION: The 
Department of the Army systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 

Privacy Act of 1974, as amended, was 
submitted on September 4, 2009, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Homeland Security and 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427). 

Dated: September 11, 2009. 
Patricia L. Toppings, 
OSD Federal Register Liaison Officer, 
Department of Defense. 

A0025–2 SAIS DoD 

SYSTEM NAME: 

Defense Biometric Services (April 6, 
2009, 74 FR 15466) 

CHANGES: 

* * * * * 

PURPOSE(S): 

Delete entry and replace with ‘‘To 
enhance identity management of DoD 
persons and streamline business 
functions through a biometric database 
and associated data processing/ 
information service for designated 
populations. 

The following functions are the key 
processes supported by this system: 

To support DoD personnel, physical 
and logical security, and identity 
management by identifying or verifying 
an individual through the use of 
biometric databases and associated data 
processing/information services for 
designated populations for purposes of 
protecting U.S./Coalition/allied 
government/national security areas of 
responsibility and information. 

To provide personnel identification 
and verification capabilities during 
disaster scenarios or other catastrophic 
events. 

To enhance or streamline DoD 
functions that benefit from available 
biometric information for identification 
or verification of personnel.’’ 
* * * * * 

RETRIEVABILITY: 

Delete entry and replace with ‘‘Name, 
Social Security Number (SSN), 
biometric template, fingerprints, face, 
iris, or other unique identifiers.’’ 
* * * * * 

A0025–2 SAIS DoD 

SYSTEM NAME: 

Defense Biometric Services 
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SYSTEM LOCATION: 

Director, Biometrics Task Force, 347 
West Main Street, Clarksburg, West 
Virginia 26306–2947. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals covered include, but are 
not limited to, members of the U.S. 
Armed Forces, DoD civilian and 
contractor personnel, military reserve 
personnel, Army and Air National 
Guard personnel, foreign national 
partners, and other individuals (who are 
U.S. citizens or aliens lawfully admitted 
for permanent residence) requiring or 
requesting employment by DoD and/or 
access to DoD or DoD controlled 
information systems and/or DoD or DoD 
contractor operated or controlled 
installations and facilities. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Biometrics images; biometric 
templates; supporting documents; 
identifying biographic information 
including, but not limited to, name, 
Social Security Number (SSN), date of 
birth, place of birth, height, weight, eye 
color, hair color, race, globally unique 
identifier, organization, telephone 
number, office symbol, clearance, 
gender, and similar relevant 
information; and information from and 
electronic images of international, 
Federal, tribal, or State issued 
individual identity documents. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

10 U.S.C. 113, Secretary of Defense; 
10 U.S.C. 3013, Secretary of the Army; 
10 U.S.C. 5013, Secretary of the Navy; 
10 U.S.C. 8013, Secretary of the Air 
Force; E.O. 12333, United States 
Intelligence Activities; E.O. 13467, 
Reforming Processes Related to 
Suitability for Government 
Employment, Fitness for Contractor 
Employees, and Eligibility for Access to 
Classified National Security 
Information; National Defense 
Authorization Act of 2008, Section 
1069; DoDD 8521.01E, Department of 
Defense Biometrics; DoDD 8500.1, 
Information Assurance; AR 25–2, 
Information Assurance and E.O. 9397 
(SSN), as amended. 

PURPOSE(S): 

To enhance identity management of 
DoD persons and streamline business 
functions through a biometric database 
and associated data processing/ 
information service for designated 
populations. 

The following functions are the key 
processes supported by this system: 

To support DoD personnel, physical 
and logical security, and identity 

management by identifying or verifying 
an individual through the use of 
biometric databases and associated data 
processing/information services for 
designated populations for purposes of 
protecting U.S./Coalition/allied 
government/national security areas of 
responsibility and information. 

To provide personnel identification 
and verification capabilities during 
disaster scenarios or other catastrophic 
events. 

To enhance or streamline DoD 
functions that benefit from available 
biometric information for identification 
or verification of personnel. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, these 
records contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 
5 U.S.C. 552a(b)(3) as follows: 

To Federal, State, tribal, local, or 
foreign agencies, for the purposes of law 
enforcement, counterterrorism, 
immigration management and control, 
and homeland security as authorized by 
U.S. Law or Executive Order, or for the 
purpose of protecting the territory, 
people, and interests of the United 
States of America against breaches of 
security related to DoD controlled 
information or facilities, and against 
terrorist activities. 

The DoD ‘‘Blanket Routine Uses’’ set 
forth at the beginning of the Army’s 
compilation of systems of records 
notices also apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Paper records in file folders and 
electronic storage media. 

RETRIEVABILITY: 

Name, Social Security Number (SSN), 
biometric template, fingerprints, face, 
iris, or other unique identifiers. 

SAFEGUARDS: 

Computerized records maintained in a 
controlled area are accessible only to 
authorized personnel. Records are 
maintained in a controlled facility. 
Physical entry is restricted by the use of 
locks, guards, and is accessible only to 
authorized personnel. Physical and 
electronic access is restricted to 
designated individuals having a need 
therefor in the performance of official 
duties and who are properly screened 
and cleared for need-to-know. 

RETENTION AND DISPOSAL: 

Data is destroyed when superseded or 
when no longer needed for operational 
purposes, whichever is later by 
shredding, pulping, degaussing or 
erasing. 

SYSTEM MANAGER(S) AND ADDRESS: 

Director, Biometrics Task Force, 1901 
South Bell Street, Suite 900, Arlington, 
Virginia 22202–4512. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to Director, 
Biometrics Task Force, 1901 South Bell 
Street, Suite 900, Arlington, Virginia 
22202–4512. 

For verification purposes, individual 
should provide full name, Social 
Security Number (SSN), sufficient 
details to permit locating pertinent 
records, and signature. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to Director, Biometrics Task 
Force, 1901 South Bell Street, Suite 900, 
Arlington, Virginia 22202–4512. 

For verification purposes, individual 
should provide full name, Social 
Security Number (SSN), sufficient 
details to permit locating pertinent 
records, and signature. 

CONTESTING RECORD PROCEDURES: 

The Army’s rules for accessing 
records, and for contesting contents and 
appealing initial agency determinations 
are contained in Army Regulation 340– 
21; 32 CFR part 505; or may be obtained 
from the system manager. 

RECORD SOURCE CATEGORIES: 

From the individual, DoD security 
offices, system managers, computer 
facility managers, automated interfaces 
for user codes on file at Department of 
Defense sites. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

[FR Doc. E9–22788 Filed 9–21–09; 8:45 am] 
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